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German Chancellor
Angela Merkel

US Sec of State
Mrs. Hillary Clinton
"We have been briefed by Google on these allegations, which raise very serious concerns and questions," she said. **We look to the Chinese government for an explanation.**

Source: Network World: 13 Jan 2010

"We look to Chinese authorities to conduct a thorough investigation of the cyber intrusions that led Google to make this announcement. We also look for that investigation and its results to be transparent."


"It was a very open and candid conversation. We agreed we would continue this conversation in the context of our ongoing dialogue."

Source: France 24: 28 Jan 2010
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Source: Vanity Fair Apr 2011
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Data from W 32.Stuxnet Dossier

Natanz Nuclear site
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Compared to What?
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Well Financed

$400K – $1.5 Mil
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Driver Signing
The Stuxnet Attacks – Why Sophisticated?

Realtek Semiconductor Corp. (瑞昱半導體股份有限公司)  
JMicron (智微有限公司)  
Innovation Road, Hsinchu Science Park, Hsinchu, Taiwan
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New Trend in 2010
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1. Zero-Day Exploit
2. Driver Signing
3. Stuxnet
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Source: Secure List Jul 21 2010
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30,000 Iranian Computers infected

½ of all Centrifuges are idle

Source: Washington Post Sep 28 2010
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Assassinated

Source: Crethi Plethi Blog

Assassination Attempt

Source: CNN

Dr. Majid Shahryari

Dr. Fereidun Abbasi

Source: NYT Nov 29 2010
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Shugart Associates
Micropolis
Priam
Quantum
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10 Cyber Security Disruptors

- DNSSEC
- IPv6
- Mobile Platform
- SCADA Attack
- Cloud Computing
- APT
- Developing Nations
- Cyber Terrorism
- Metaverse
- Top-Level Domain Extensions
- Internationalized Domains
- Application Store
Cyber Security Disruptor
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Prime Time
Cyber Security Disruptors Review
**Disruptor: TLDS & IDNS**

**2010**

- **Concept**: Top-Level Domain Extensions + Internationalized Domains
- **Impact**: Blacklists become unmanageable at the Enterprise level

**2015**
IP Management just became very complex
Disruptors: APT

Intellectual Property is seriously at risk.
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Today

MOBILE PLATFORM | ADVANCED PERSISTENT THREAT | APPLICATION STORE | TOP-LEVEL DOMAIN EXTENSIONS | INTERNATIONALIZED DOMAINS | METAVERSE
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